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Status Code: 200 (OK) 
 

Description 

 

This status response code indicates that the request has succeeded. The information returned with the 

response is dependent on the method used in the request. 

➢ GET: The resource has been fetched and is transmitted in the message body. 

➢ POST: The resource describing the result of the action is transmitted in the message body. 
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Status Code: 400 (BAD REQUEST) 
 

Description 

This request could not be understood by the server due to malformed syntax. The client should not repeat 

the request without modifications. 

 

 
 

Status Code: 401 (UNAUTHORIZED ACCESS) 
 

Description 

This request requires user authentication. The request must include a valid JWT token Authenticate header 

field containing a challenge applicable to the requested resource. 
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Status Code: 403 (FORBIDDEN) 
 

Description 

The HTTP 403 Forbidden client error status response code indicates that the server understood the request 

but refuses to authorize it. This status is similar to 401, but in this case, re-authenticating will make no 

difference. 
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Status Code: 404 (NOT FOUND) 
 

Description 

The server has not found anything matching the Request-URI. No indication is given of 

whether the condition is temporary or permanent.  

 

 

 

Status Code: 405 (METHOD NOT ALLOWED) 
 

Description 

The 405 Method Not Allowed error occurs when the web server is configured in a way that 

does not allow you to perform a specific action for a particular URL. It's an HTTP response 

status code that indicates that the request method is known by the server but is not 

supported by the target resource. 
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Status Code: 500 (INTERNAL SERVER 

ERROR) 
 

Description 

The HTTP status code 500 is a generic error response. It means that the server encountered an unexpected 

condition that prevented it from fulfilling the request. This error is usually returned by the server when no 

other error code is suitable. 
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Type: 2 (ERROR) 
 

Description 

These are handled exceptions (with HTTP status code 200) thrown by the system. For example, this error 

message comes when user tries to save a claim having date of claim less than event date. 

 

 

 

Type: 1 (WARNING) 
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Description 

This warning is thrown (with HTTP status code 200) when data is saved successfully with some conditions 

needing user attention. For example, this warning message comes when user tries to set reserves above his 

authorised limit. 

 

 

Type: 0 (INFO) 
 

Description 

For example, this message comes when maximum user count has exceeded. 
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